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Abstract: this paper proposes a key issue on 5GC supports management of PIN. 
1. Introduction
According to the SP-211643, the study on Personal IoT Networks, following work tasks needs to be studied:
	· To study the potential architecture enhancements for supporting identifying PIN and the PIN Elements in the PIN.
· To study the potential architectural enhancements for supporting management of PIN, access of PIN via PIN Element with Gateway Capability (PEGC), and communication of PIN (e.g. PIN Element communicates with other PIN Elements directly or via 5GS or via PEGC and 5GS).
· To study how to identify PIN and the PIN Elements in the PIN at 5GC level to serve for authentication/authorization.
· To study the management of a PIN, e.g., create PIN, authorizing/de-authorizing PIN Elements, authorizing/de-authorizing PIN Elements with Management Capability (PEMC), authorizing/de-authorizing PIN Elements with Gateway Capability (PEGC), establishing duration of the PIN, etc.


It is obvious that user needs to add or remove a PEGC into/from a PIN, and associate a PIN Element with some PEGCs, the PIN information management by 5GC needs to be studied, which can be used for, e.g., authorization, access control, etc.
A user may not expect that the smart phone is used as a PIN gateway, e.g., during gaming, etc., the 5GC needs to be able to support deactivate the PIN service and activated it again if commanded.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-88.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc22214903][bookmark: _Toc23254036][bookmark: _Toc92882279][bookmark: _Hlk91782779]5	Key Issues
5.X	Key Issue #X: 5GC supports management of PIN
[bookmark: _Hlk21032560]5.X.1	Description 
After a PIN has been created, user can add a PEGC into a PIN, or remove a PEGC from a PIN, as well as add a PINE into a PIN and associate it to some PEGCs that already added into the PIN, or remove a PINE from a PIN. The 5GC needs to manage the information of PIN for, e.g., authorization, access control, etc.
In order to support the management of the PIN, the 5GC needs to be able to identify the PINE for a PIN, which will help, e.g., differentiate the policy for a PINE, identifying the data traffic of a PINE, different QoS requirement for a PIN, etc.
After a PIN has been created, the PIN owner may deactivate the PIN in some case. If a PIN is deactivated, the member relationship and configuration information are kept, but communication resources for the PIN can be released. When the PIN is activated after deactivation, the communication resources for the PIN needs to be setup if released.
The following aspects will be studied:
-	Whether and how 5GC supports PEGC management for a PIN, including addition and removal;
-	Whether and how 5GC supports PINE management for a PIN, including addition and removal, as well as association with some PEGCs or any PEGC;
-	How 5GC supports identifying a PINE, including control plan and user plan, and how 5GC manage the identifier;
-	How 5GC supports PIN activation and deactivation.
* * * * End of changes * * * *
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